Auditing Cloud Components with Lepide Data Security Platform
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Introduction

Lepide now enables users to audit cloud platforms, including Dropbox, Microsoft OneDrive, Azure AD and more. The process for configuring Lepide Data Security Platform to audit these components is a simple one.

Dropbox Auditing

Adding a Dropbox Account

Lepide audits your Dropbox for Business accounts and provides you with insight into user interactions with files and folders. Follow the below steps to add your Dropbox account to Lepide Data Security Platform:

1. Go to Component Management and click on Cloud Components to add your Dropbox account.

2. In the next window, please click on Dropbox icon.
3. In the next window, enter the Component Name for your reference and the Authentication Token (which you will need to generate from the Dropbox portal). To generate the authentication token:
   i. Log into the Dropbox account that is to be audited.
   ii. Go to https://www.dropbox.com/developers/apps
   iii. Click on “Create App”.
   iv. Select the below options:
      a. Choose and API – Dropbox Business API
      b. Choose the type of access you need – Team Auditing
      c. Name your app – Type a suitable name here
   v. Once the app is created, the app information page appears with the details. Scroll down to the ‘OAuth’ section and click on “Generate” to see the generated token.
   vi. Save this token and paste it in the “Token” field on this page to validate the authentication.
4. Click Next and Select your SQL settings in this window.

5. The Archive Settings window will appear. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.

![Database Settings](image)
6. Click Finish to save the settings. You will get a popup asking you to restart the software. Once you restart it, you will be able to see it under Component Management.
Viewing the Reports

The reports will be visible in the “All Environment Changes” under “States and Behavior”. Please filter the records based on Components at the top and select Dropbox from the list as shown.

Creating a Schedule for the Reports

1. To create a schedule on the Dropbox events, please go to the Schedule Report Option from the left and Click on the following icon.
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.
3. In this window, please add Dropbox from the tab “Component Name”. You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.

Figure 9: Setting Filters

4. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.
5. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.
6. Enter a Schedule Name in the text box and click Finish.
Confirmation

Please verify the details and provide a name for the new schedule.

Figure 12: Confirmation

7. Your Schedule will be saved with the specified name in the Scheduled Reports.

Figure 13: Scheduled Reports
OneDrive Auditing

Adding an OneDrive Account

OneDrive (previously SkyDrive, Windows Live SkyDrive, and Windows Live Folders) is a file hosting service operated by Microsoft as part of its suite of Office Online services. It allows users to store files as well as other personal data like Windows settings or BitLocker recovery keys in the cloud. Files can be synced to a PC and accessed from a web browser or a mobile device, as well as shared publicly or with specific people.

Lepide helps you to audit changes being made in the OneDrive storage and stay up to date with user interactions with your most confidential data.

1. Go to Component Management and click on Office 365 to add your OneDrive account.

2. On the next window, enter the credentials for the Microsoft account and click Next.
3. On the next window, select OneDrive Component and click Next.
4. Click Next and Select your SQL settings in this window.
5. Next window is for Archive settings. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.
Figure 18: Archive Settings

6. Click Finish to save the settings. You will get a popup asking you to restart the software. Once you restart it, you would be able to see it under Component Management.

Viewing the Reports

The reports will be visible in the “All Environment Changes” under “States and Behavior”. Please filter the records based on Components at the top and select OneDrive from the list as shown.
Creating a Schedule for the Reports

1. To create a schedule on the OneDrive events, please go to the Schedule Report Option from the left and Click on the following icon.
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.

![Select Report(s)](image)

*Figure 21: Select Reports*

3. In this window, please add OneDrive from the tab “Component Name”. You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.
4. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.
5. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.
6. Enter a Schedule Name in the text box and click Finish.
7. Your Schedule will be saved with the specified name in the Scheduled Reports.
Auditing Azure AD

Adding an AD Azure Account

Azure Active Directory (Azure AD) is Microsoft's multi-tenant, cloud-based directory, and identity management service that combines core directory services, application access management, and identity protection into a single solution. Azure AD also offers a rich, standards-based platform that enables developers to deliver access control to their applications, based on centralized policy and rules.

Lepide helps you to audit the changes being made in the Azure AD and stay up to date with the user interactions with your most confidential data.

1. Go to Component Management and click on Office 365 to add your Azure AD account.

Figure 26: Scheduled Reports
2. On the next window, please enter the credentials for the Microsoft account and click Next.
Global Administrator Credentials
Please provide the global administrator credentials

User ID: sasaram \@ kernelID.onmicrosoft.com
Note: User must be Global Administrator

Password: ******

3. On the next window, please select “Azure AD” Component and click Next.
4. Click Next and Select your SQL settings in this window.
5. Next window is for Archive settings. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.
6. Click Finish to save the settings. You will get a popup to restart the software. Once you restart it, you would be able to see it under Component Management.

**Viewing the Reports**

The reports will be visible in the “All Environment Changes" under “States and Behavior”. Please filter the records based on Components at the top and select Azure Active Directory from the list as shown.
Creating a Schedule for the Reports

1. To create a schedule on the Azure AD events, please go to the Schedule Report Option from the left and Click on the following icon.

Figure 33: Schedule Report Option
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.

![Select Report(s)](image)

*Figure 34: Select Report(s)*

3. In this window, please add Azure Active Directory from the tab “Component Name”. You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.
4. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.
5. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.

![Select Schedule(s)](image)

*Figure 37: Select Schedule(s)*

6. Enter a Schedule Name in the text box and click Finish.
7. Your Schedule will be saved with the specified name in the Scheduled Reports.
Amazon S3 Auditing

Adding an Amazon S3 account

Lepide audits your Amazon S3 accounts and provides you with insight into user interactions with files and folders. Follow the below steps to add your Amazon S3 account to Lepide Data Security Platform:

1. Go to Component Management and click on Cloud Components to add your Amazon S3 account.
2. In the next window, please click on Amazon S3 icon.
Figure 41: Select the Component to Configure

3. On the next screen please enter your “AWS Access Key” and “AWS Secret Key” and click on Validate Information. If the information is correct, you will get this pop-up.
<table>
<thead>
<tr>
<th>Authentication Information</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Server Name</strong></td>
</tr>
<tr>
<td><strong>AWS Access Key</strong></td>
</tr>
<tr>
<td><strong>AWS Secret Key</strong></td>
</tr>
</tbody>
</table>

Information validated successfully.

Figure 42: Authenticating Information

4. Click Next and Select your SQL settings in this window.
5. The Archive Settings window will appear. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.

![Figure 43: Selecting SQL Settings](image)
6. Click Finish to save the settings. You will get a popup asking you to restart the software. Once you restart it, you will be able to see it under Component Management.
Viewing the Reports

The reports will be visible in the “All Environment Changes” under “States and Behavior”. Please filter the records based on Components at the top and select AWS S3 from the list as shown.

Creating a Schedule for the Reports

1. To create a schedule on the AWS S3 events, please go to the Schedule Report Option from the left and Click on the following icon.
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.
3. In this window, please add AWS S3 from the tab “Component Name”. You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.

![Figure 49: Setting Filters](image)

4. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.
5. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.
6. Enter a Schedule Name in the text box and click Finish.
Figure 52: Confirmation

7. Your Schedule will be saved with the specified name in the Scheduled Reports.

Figure 53: Scheduled Reports
Skype for Business Auditing

Adding a Skype for Business Account

Lepide helps you to audit changes being made in the Skype for Business Account. Please follow the below steps to configure a Skype for Business account:

1. Go to Component Management and click on Office 365 to add your OneDrive account.

![Component Management](image)

*Figure 54: Component Management*

2. On the next window, enter the credentials for the Microsoft account and click Next.
3. On the next window, select Skype for Business Component and click Next.
4. Click Next and Select your SQL settings in this window.
5. Next window is for Archive settings. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.
6. Click Finish to save the settings. You will get a popup asking you to restart the software. Once you restart it, you would be able to see it under Component Management.

Viewing the Reports

The reports will be visible in the “All Environment Changes” under “States and Behavior”. Please filter the records based on Components at the top and select Skype for Business from the list as shown.
Creating a Schedule for the Reports

1. To create a schedule on the OneDrive events, please go to the Schedule Report Option from the left and Click on the following icon.
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.

![Select Report(s)](image)

*Figure 61: Select Reports*

3. In this window, please add Skype for Business from the tab “Component Name”. You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.
8. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.

9. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.
10. Enter a Schedule Name in the text box and click Finish.
11. Your Schedule will be saved with the specified name in the Scheduled Reports.
G Suite Auditing

Adding a G Suite account

Lepide audits your G suite accounts and provides you with insight into user interactions with files and folders. Follow the below steps to add your G Suite account to Lepide Data Security Platform:

1. Go to Component Management and click on Cloud Components to add your G Suite account.

![Component Management](image)

*Figure 67: Component Management*

2. In the next window, please click on G Suite icon.

![Select Component](image)

*Figure 68: Select the Component to Configure*
3. On the next screen please enter the details as mentioned.

![Authentication Information]

**Figure 69: Authenticate Information**

4. Click Next and Select your SQL settings in this window.
5. The Archive Settings window will appear. Please select your SQL server and either create a new DB for the archiving or select an existing one. You can set a schedule for archiving by clicking on the Weekly and Monthly tabs.

Figure 70: Selecting SQL Settings
6. Click Finish to save the settings. You will get a popup asking you to restart the software. Once you restart it, you will be able to see it under Component Management.

Figure 71: Archive Settings

Figure 72: Successfully Added G Suite Auditing
Viewing the Reports

The reports will be visible in the “All Environment Changes” under “States and Behavior”. Please filter the records based on Components at the top and select G Suite from the list as shown.

![All Environment Changes Report for G Suite](image)

Creating a Schedule for the Reports

1. To create a schedule on the G Suite events, please go to the Schedule Report Option from the left and Click on the following icon.

![Schedule Report Option](image)
2. This will open a different window where you need to select the “All Environment Changes” report and click Next.
3. In this window, please add G Suite from the tab "Component Name". You can select multiple filters here based on Object Path, Object Type, Who, Operation and Criticality.

![Set Filter(s)](image)

*Figure 76: Setting Filter(s)*

4. Set the Report Delivery Settings in the next window and select the Delivery Mechanism.
5. On the next window, please set the delivery schedule to Daily/Weekly/Monthly as shown in the picture.
6. Enter a Schedule Name in the text box and click Finish.
7. Your Schedule will be saved with the specified name in the Scheduled Reports.
Support

If you are facing any issues whilst installing, configuring or using the solution, you can connect with our team using the below contact information.

**Product experts**

USA/Canada: +1-800-814-0578  
UK/Europe: +44(0)-208-099-5403

**Technical gurus**

USA/Canada: +1-800-814-0578  
UK/Europe: +44(0)-208-099-5403

Alternatively, visit [http://www.lepide.com/contactus.html](http://www.lepide.com/contactus.html) to chat live with our team. You can also email your queries to the following addresses:

sales@Lepide.com  
support@Lepide.com

Copyright

Lepide Data Security Platform, LepideAuditor, LepideAuditor App, LepideAuditor App Server, LepideAuditor (Web Console), LepideAuditor Logon/Logoff Audit Module, any and all components, any and all accompanying software, files, data and materials, this guide, and other documentation are copyright of Lepide Software Private Limited, with all rights reserved under the copyright laws. This user guide cannot be reproduced in any form without the prior written permission of Lepide Software Private Limited. No Patent Liability is assumed, however, on the use of the information contained herein.

© Lepide Software Private Limited, All Rights Reserved.

Warranty Disclaimers and Liability Limitations

Lepide Data Security Platform, LepideAuditor, LepideAuditor App, LepideAuditor App Server, LepideAuditor (Web Console), LepideAuditor Logon/Logoff Audit Module, any and all components, any and all accompanying software, files, data, and materials are distributed and provided AS IS and with no warranties of any kind, whether expressed or implied. In particular, there is no warranty for any harm, destruction, impairment caused to the system where these are installed. You acknowledge that good data processing procedure dictates that any program, listed above, must be thoroughly tested with non-critical data before there is any reliance on it, and you hereby assume the entire risk of all use of the copies of LepideAuditor and the above listed accompanying programs covered by this License. This disclaimer of warranty constitutes an essential part of this License.

In no event does Lepide Software Private Limited authorize you or anyone else to use LepideAuditor and the above listed accompanying programs in applications or systems where LepideAuditor and the above listed accompanying programs’ failure to perform can reasonably be expected to result in a significant physical injury, or in loss of life. Any such use is entirely at your own risk, and you agree to hold Lepide Software Private Limited harmless from any and all claims or losses relating to such unauthorized use.

Trademarks


All other brand names, product names, logos, registered marks, service marks and trademarks (except above of Lepide Software Pvt. Ltd.) appearing in this document are the sole property of their respective owners. These are purely used for informational purposes only. We have compiled a list of such trademarks, but it may be possible that a few of them are not listed here.